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Register & Login



Register an Account

Use browsers such as Chrome, Safari and Firefox to visit the URL: https://cloud-japan.ruijienetworks.com.

1

Click Sign up.

2

3

Fill in the required information.

Click Sign up.

https://cloud-japan.ruijienetworks.com/


Log into Ruijie JaCS

Use browsers such as Chrome, Safari and Firefox to visit the URL: https://cloud-japan.ruijienetworks.com.

Enter the username and password. 1

Click Login

2

https://cloud-japan.ruijienetworks.com/


Forgot Password

Click Forgot password?

Click Send Code. Then enter the
verification code sent to you
Email box.1

2

Enter a new password and
confirm it.

3

4

Click Save.

Follow the following steps to reset the password when you forget the password.



Creating a Network for Hotel Scenario



Step 1/3: Create a Network

Part Three

1

Click Add Network.

2

Select the hotel scenario and fill in basic
information for the network.

Cloud + AP: APs are directly
managed via the Cloud.
AC + Fit AP: APs are managed
via ACs.

3 Click Save.

Click CONFIGURATION > NETWORKS to go to the page. Then, follow the following steps to create a network.



Step 2/3: Configure Wi-Fi

Set the SSID and password of the Wi-Fi.

(Optional) Click Expand >> to further configure the Wi-Fi. 

(Optional) Click Add WiFi
to add one or more SSIDs. 

Click Save & Next.
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Step 3/3: Import Devices——APs/Switches/Wi-Fi Routers

Select the type of device you want to add. 

Enter the SN and the alias
(name of device) of the
device.

Click Save & Next.

Manual Importing Batch Importing

Click Batch Import.

Click Download Template.

Fill in the template. SN is required,
while Alias, Latitude and
Longitude are optional.

Click *.xls File to import
the filled template.

Click Save & Next.
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Step 3/3: Import Device——Gateway

Click Gateway.

Enter the SN and alias (optional) of the gateway.

Enter the password of the gateway (optional).

Click Save & Next.
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Creating a Network for Apartment Scenario



Step 1/2: Create a Network

Part Three

Click Add Network.

Select apartment scenario, and fill in
basic information for the network.

Select an auto switch mode:
• Disable: not to change APs’

modes.
• Bridge: to switch all APs’ modes to

Bridge mode.
• Router: to switch all APs’ modes

to Router mode.

Click Save.
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Click CONFIGURATION > NETWORKS to go to the page. Then, follow the following steps to create an apartment network.

When the prompt appears, click X to close the pop-up
window.



Step 2/2: Add Devices to the Created Network

Click the created network.

Click More > Add Device to open the page.

Select the device type you want to add to the network.
(here take adding APs as an example)

4
Click Batch Import.

Click Download Template.

5

Fill in the template. SN is required,
while Alias, Latitude and
Longitude are optional.

6

7

Click *.xls File to import the template.
8

Click Save & Next.
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Creating a Network for Customized Scenario



Step 1/3: Create a Network

Select other scenario, and fill in 
basic information of the network. 

2

3

Click Next. 

Cloud + AP: APs are
directly managed via the
Cloud.
AC + Fit AP: APs are
managed via ACs.
.

Click Add Network. 

1

Click CONFIGURATION > NETWORKS to go to the page. Then, follow the following steps to perform operations.



Step 2/3: Configure Wi-Fi

Set the SSID and password of the Wi-Fi.

(Optional) Click Expand >> to further configure the Wi-Fi. 

(Optional) Click Add WiFi
to add one or more SSIDs. 

Click Save & Next.
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Step 3/3: Import Devices——APs/Switches/Wi-Fi Routers 

Select the type of device you want to add to the network. 

Enter the SN and the alias
(name of device) of the
device.

Click Save & Next.

Manual Importing Batch Importing

Click Batch Import.

Click Download Template.

Fill in the template. SN is required,
while Alias, Latitude and
Longitude are optional.

Click *.xls File to import
the filled template.

Click Save & Next.
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Step 3/3: Import Devices——Gateway

Click Gateway.

Enter the SN and alias (optional) of the gateway.

(Optional) Enter the password of the gateway.

Click Save & Next.
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Enabling Web Authentication



Web Authentication (only for hotel-based network)

3
Enable Auth.

4

5

Select an existing portal or add a new one.

Click OK.

Select the network. 

Click      to add a SSID.
Or click       to edit an existing 
SSID.
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Configuring AP180 in Batches



Using Initial Configuration Template

Select the network.

Click Add.

Click Edit to configure the detailed 
settings of this template.

5

Name the template, and enter the 
description (optional).

Click Save.

After editing the detailed
settings of the template, click
Save to save it.

Click CONFIGURATION > Settings > AP > Initial Config Template to go to the page. Then, follow the following steps to 
perform operations.
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Introduction to the Setting Page of the Template 
In the Basic page, you can set the basic configuration of the template.

Turn on this switch to apply the
configurations of this template to all
AP180 series access points in the
Apartment network.Select a factory setting to overwrite

the existing factory settings of the
device.

Enable WPS and select the
Encryption Mode:
• Open: no password needs to be

configured;
• WPA-PSK or WPA2-PSK: a

password needs to be configured.

Specify the DNS.

Set the account and password for
the Web of the device.

Enable the radio function, and set the
maximum number of associated clients in
2.4GHz band and 5GHz band.

Enable IPv6 pass-through and time synchronization.



Introduction to the Setting Page of the Template 

In the Wireless Configuration page, you can set some wireless configurations.

• SSID Cond: Specify the SSID to be encoded by UTF-8 or GBK.

• Hide SSID: Whether to hide the SSID of the Wi-Fi.

• 5G-prior Access: Whether the clients supporting dual bands
access the 5 GHz frequency band preferentially.

• Rate Limit: Whether to perform rate limit on the device.

• Max Clients: Specify the maximum number of the clients.



Introduction to the Setting Page of the Template 

In the Security page, you can configure user isolation and communication mode.  

Enable the user isolation. (This function is disabled by
default. When it is enabled, inter-SSID, intra-SSID and
LAN-WAN are enabled simultaneously.)

Switch the communication mode.



Introduction to the Setting Page of the Template 

In the Other page, you can schedule the reboot of the device, manage LED and buttons on the faceplate of the device.

When this switch is enabled, you can schedule the 
reboot of the device to take effect in a specific time.

Enable, disable or schedule the LED. 

Enable or disable the buttons on the 
faceplate of the device. 



Using Device-specific Configuration

Click Import Config.
The imported configurations are displayed in the list.

Click Import Config.

• Fill in the template.
• The SN is required. The IP address and subnet

mask should be filled in or not filled in together
(when they are left empty, the device will obtain
IP address and subnet mask via DHCP). The
other four fields are optional.

• Up to 200 devices can be configured each time.
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Click CONFIGURATION > Settings > AP > Device-specific Config to go to the page. Then, follow the following steps to perform 
operations.



Adding or Deleting APs



Add APs to a Network

3

4

Click ‘.xls’ File.

Click Download Template.

Click MONITORING > Device > AP to go to the page, and then follow the following steps to add APs to a network.

1

Click Add.

2

Fill in the template.



Delete APs from a Network
Click MONITORING > Device > AP to go to the page, and then follow the following steps to delete APs from a network.

Select in the Action column.

Check the box to select all APs in
the network.

Click More > Delete.

Click OK to confirm
the deletion.

1

2
1

Click OK to confirm
the deletion.
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Delete a AP

Deleting APs in Batches

3



Adding or Deleting Switches



Add Switches to a Network

Click Download Template.

Fill in the SN and Alias.

Click Add.

click ‘.xls’ File to import 
the template.

Select the template.

Click Open.

Click MONITORING > Device > Switch to go to the page, and then follow the following steps to add switches to a network. 
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Delete Switches from a Network

Select in the Action column.

Check the box to
select all switches
in the network.

Click More > Delete.
1

1
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Click MONITORING > Device > Switch to go to the page, and then follow the following steps to delete APs from a network.

Delete a Switch:

Delete Switches in Batches:

2

Click OK to confirm the deletion.
3

Click OK to confirm the deletion.



Adding or Deleting a Gateway



Add a Gateway to a Network

Enter the SN, alias of the
gateway and set a password.

Click MONITORTING > Device > Gateway to open the page, and then follow the following steps to add a gateway to a network.

Click OK.

Note:
Only one gateway can be added to a network.

Click Add.

1
Select the network to which the gateway is
added.
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Delete a Gateway from a Network
Click MONITORING > Device > Gateway to go to the page, and then follow the following steps to delete a gateway from a network.

1

Click in Action column.

Select the network where
the gateway resides

Click OK to confirm the deletion.
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Adding or Deleting a AC  



Click MONITORTING > Device > AC to open the page, and then follow the following steps to add an AC to a network.

Note: Only one AC can be added to a network.

Add an AC to a Network

Select the network to which the
AC is added.

Click Add.

Enter the SN and alias
of a AC.

Click Add.

The added AC will be displayed in the AC List.
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Delete an AC from a Network

Click MONITORING > Device > AC to go to the page, and then follow the following steps to delete a gateway from a network.

Click in Action column.

1

2

Click OK to confirm the
deletion.
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Adding or Deleting Wi-Fi Routers



Add WiFi Routers to a Network 

Click Download Template.
Fill in the SN and Alias.

click ‘.xls’ File to import 
the template.

Click MONITORTING > Device > WiFi Router to open the page, and then follow the following steps to add routers to a network.

Select the network to which
the network is added.

You also can Click Add a
Device to add switches.

Select the template.

Click Open.
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Delete Routers from a Network  
Click MONITORTING > Device > WiFi Router to open the page, and then follow the following steps to delete routers from a network.

You also can directly click      to delete a router.

1

Click OK to confirm the deletion.
2



Topology  



Introduction to Topology Page
Click MONITORING > TOPOLOGY to open the page.

Select a switch. Then, its topology will be displayed.

Detailed information about the
device will be displayed on
the right side after you click
the device icon.

Click a port. Then, detailed information about
the port is displayed in the pop-up window.
Click Detect in the window to detect the status
of the link.



Report page displays the statistics of the faults  in specific period.

Introduction to Report Page

You can view the
statistics in the last
24 hours/7 days/30
days or click
Custom to specify a
time period.

This chart displays the top 10 faulty devices and the last time 
when the fault occurs in a network.

This chart displays the top 10 failure types occurring among devices and the last 
time when the fault occurs. 



Schedule the Refresh of Topology 

Click Advanced.

Click Enable.
Specify the interval time and effective period.

Click Save.
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Click MONITORING > TOPOLOGY to open the page.



Diagnose a Network

If a risk is detected, you
can click View More to
check the details of the risk.

Click MONITORING > TOPOLOGY > Advanced to go to the diagnosis page.

Click Start Diagnosis.

If the network is normal,
this page is displayed.
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Display the diagnostic process.



ZTP



Customize a Configuration File for a Switch
Click MONITORING > Switch to go to the setting page. Then, follow the following steps to perform operations.

Edit the configurations.

Click Save.

Click the SN of the switch to open
the configuration page of the switch.

Click Customize in the Configuration Backup List.

Click Config.
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Restore a Customized Configuration File

Select a customized configuration file.

Click Restore.

Click OK.
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Replacing Faulty Switches

Select faulty switches to be replaced.

Click MONITORING > DEVICE > Switch to open the page. Then, follow the following steps to perform operations.
Note: The replacement of configuration only can be performed between the devices of the same model. 

Click Replace.

Click Download Template.

Fill in the template. Please
ensure that the MAC address
matches the SN.

Click Batch Import to 
import the template.

Click Select Config.

Select a configuration file to be replaced.

Click OK.
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Click OK.



THANKS
Ruijie Networks Co., Ltd.

Address: Floor 11, East Wing, Zhongyipengao Plaza, No. 29 Fuxing Road, Haidian District, Beijing, China

Post Code: 100036

Tel: (8610) 5171-5996  

Fax: (8610) 5171-5872

www.ruijienetworks.com 


